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## 1關於OAuth

|  |
| --- |
| OAuth 是什麼? |
| OAuth 是一個授權的標準協定，主要是讓客戶可以授權給第三方網站存取他們儲存在另外服務提供者的特定資訊。類似SSO的運作方式。 |

## 2關於OAuth2

|  |
| --- |
| OAuth2 是什麼? |
| OAuth的下一個版本，與OAuth完全不相容。 |

|  |
| --- |
| OAuth2 有哪些角色 |
| 1. Resource owner: 使用者(所有者)。擁有id/pwd以取得受保護的資源。 2. Resource server:存放使用者資源的伺服器。一般是指提供API可取得資料的網站，它只認Token來回覆使用者資源。(這個所謂的另外服務提供者與Authorization server在某種程度上是相依的，或是同一套系統的不同模組。) 3. Client: 在桌面或裝置上的應用程式，例如App，或是伺服器上的程式。它會拿Token到Resource server取得資料。(即所謂的第三方網站) 4. Authorization server:認證resource owner，成功後回覆Token的伺服器。此Token可用來授權Client取得受保護的資源。 |

|  |
| --- |
| 一段話解釋流程 |
| 讓Resource owner可以授權給Clinet存取Resource owner儲存在Rosurce server的資源 |

## 2關於OAuth2 的版本

|  |
| --- |
|  |
|  |

## 2關於OAuth 的流程 Grant Type (4種)

|  |
| --- |
| 基本的Client Credentials |
| 1. (A)Client端向帳號密碼或者是資源持有者(使用者)進行授權請求。 2. (B)使用者授權Clinet端可以進行資源存取。 3. (C)Client端向認證中心要求存取權限。 4. (D)認證中心通過認證之後給予Client端一個授權碼(Token)。 5. (E)Clinet端向存放資源端進行資源取得。 6. (F)存放資源端看過Token後，通過認證後給予資源取得權限。 |

## 3關於Grant Type (4種)

|  |
| --- |
| Authorization Code |
|  |

|  |
| --- |
| Implicit |
|  |

|  |
| --- |
| Password Credentials |
|  |